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Spot questionable job postings before they hit applicants.
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The Problem: A
e Technology has increased accessibility
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e However, with this, there has also been -
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Experience with backend frameworks (Nexts, FastAPI), databases (PostgreSQL), and deployment (Vercel, AWS) is a major plus.
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e Aim: Improve the accuracy of the
identification of fraudulent job
. & Here's a breakdown of the job posting, based on the provided pipeline analysis:
p O S-t I n g S 1. Fraudulent Activity Assessment:

Apply if you've built: Complex web apps, interactive dashboards, or have a GitHub profile full of clean, well-documented code.
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« Overall Assessment: The pipeline identifies the job posting as legitimate with a low fraud probability of 1.9%.

e Our solution: full-stack application that

+ Reasoning: The anal ighs various factors, concluding that the positive signals outweigh the red flags,

applies both classical and transformer

2. Key Red Flags and Positive Signals:

models to this modern problem
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Methods

m Kaggle job-post datasets merged. Used
70/15/15 split for model training, validation,

and testing.

Calibration & Selection

m Classical models: Logistic Regression, Linear e
SVM, LightGBM, XGBoost
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m [ransformer model: fine-tuned DistilBERT
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m All candidates tuned and ranked by

validation F1; best calibrated model —
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Results

Table 1: Performance of ensemble_top3 on validation and test splits.
Split F1 Precision Recall ROCAUC PR AUC  Brer

Validation 0.8561  0.9297  0.7933 0.9890 0.9053 0.0103
Test 0.7721  0.8537  0.7047 0.9863 0.8659 0.0143

e Validation winner: calibrated classical ensemble ensemble_top3, selected over transformer
baselines by validation F1

e Generalizes well: strong F1 on validation and test with high ROC/PR AUC and low Brier (see table)
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